
Privacy Notice – Protected Health Information – Coastal Eye Group, P.C. 
 
This notice describes how health information about you may be used, disclosed and how you can get access to this information.  We are required 
by law to give you this notice.  Please review it carefully. 
 
Introduction: 
At Coastal Eye Group, P.C. (CEG), we are committed to treating and using Protected Health Information (PHI) about you responsibly.  Under 
the HIPAA privacy regulations, we are required by federal law to maintain the privacy of your Protected Health Information (PHI).  PHI is 
information about you that may identify you and that relates to your past, present, or future physical or mental health condition and related 
healthcare services.  Federal law also requires us to provide you with notice of our legal duties and privacy practices with respect to PHI, and we 
are required to abide by the terms of the notice currently in effect.  We reserve the right to change our Notice of Privacy policies and this change 
will affect all PHI that we maintain.  Before we make a material change in our policies, we will change our Notice and post the new Notice in the 
waiting area.  You may request a copy of the Notice at anytime.  Your PHI may be used and disclosed by your physician(s), our office staff and 
others outside of our office that are involved in your care for the purpose of Treatment, Payment and Healthcare Operations (TPO). 
 
For Treatment: 
We may use your PHI in rendering treatment to you.  For example, we are permitted to use your PHI in providing you medical care when you 
visit our office.  This includes the coordination or management of your healthcare.  For instance, we can disclose your PHI to third parties for 
treatment, such as a specialist we may refer you to.  We may disclose your PHI when we contact you about appointment reminders, no-show 
appointments, or treatment alternatives.  We may disclose your PHI information to your family or friends that are in the examination room with 
you or that are assisting you with appointments, surgical procedures, diagnostic testing or your care.  We may also disclose your PHI to optical or 
contact lens vendors or companies for the processing of your eyeglass or contact lens order.  We may disclose your PHI to, but are not limited to, 
health care facilities, and laboratories for the continuing of your healthcare. 
 
For Payment: 
We may disclose your PHI for payment purposes.  For example, PHI may be disclosed to your insurance provider so we may be reimbursed for 
services rendered to you.  If someone else is responsible for your payment, we may contact that person.  We may disclose PHI to an outside 
collection agency as deemed necessary.  We may need to disclose your PHI to your health plan when obtaining pre-approval for diagnostics or 
surgical procedures.  Bills sent to you or a third party payer may include information that identifies you, as well as your diagnosis and procedures 
performed. 
 
For Health Care Operations: 
We may disclose or use your PHI to support the business activities of this office.  These activities include, but are not limited to, quality 
assessment activities, training of medical professionals, auditing functions, or other business aspects of running our practice.  An example would 
include a periodic assessment of our documentation protocols, etc.  Additionally, we may use a sign-in sheet at the registration desk, where you 
will be asked to sign your name when you arrive.  We may also call you by name from the lobby or other area in the building. 
 
Disclosure of PHI for special circumstances: 
We may disclose or use Protected Health Information about you without your permission for the following special circumstances, subject to all 
applicable legal requirements and limitations. 
 Appointment reminders:  CEG may use and disclose your health information in order to contact you and remind of an upcoming 

appointment for treatment or health care services.   
 Health-related benefits and services:  We may use your health information to inform you of services or programs that we believe would be 

beneficial to you.  For example, we may contact you to make you aware of new services or products. 
 Required by law or law enforcement:  CEG may disclose health information for law enforcement purposes as required by law or in 

response to a valid subpoena.  We will disclose PHI about you when required to do so by federal, state or local law. 
 To prevent serious threat to health or safety:  CEG may disclose health information about you when necessary to prevent a serious threat 

to your health and safety or the health and safety or the health and safety of the public or another person. 
 Communication with family:  CEG health professionals, using their best judgment, may disclose to a family member, other relative, close 

personal friend or any other person you identify, health information relevant to that person’s involvement in your care or payment related to 
your care.  In situations where you are incapable of giving consent, we may, using our professional judgment, determine that a disclosure to 
your family or friend is in your best interest. 

 Research:  CEG may disclose information to researchers when their research has been approved by an institutional review board that has 
reviewed the research proposal and established protocols to ensure the privacy of your health information. 

 Coroners, funeral directors or medical examiners:  CEG may disclose health information to funeral directors consistent with applicable 
law to carry out their duties. 

 Organ procurement organizations:  Consistent with applicable law, CEG may disclose health information to organ procurement 
organizations or other entities engaged in the procurement, banking, or transplantation of organs for the purpose of tissue donation or 
transplant. 

 Worker’s Compensation:  CEG may disclose health information to the extent necessary to comply with laws related to worker’s 
compensation or other similar programs established by law. 

 Public Health:  As required by law, CEG may disclose your health information to public health or legal authorities charged with preventing 
or controlling disease, injury or disability. 

 Military, Veterans, National Security:  If you are a member of these, CEG may be required by government authorities to release health 
information about you. 



 Health Oversight Agencies:  CEG may disclose PHI to a health oversight agency for audits, investigations, inspections or licensing 
purposes.  Disclosure may be required by state or federal agencies to monitor health care, government programs and compliance with laws. 

 Legal, Lawsuits, Disputes:  CEG may disclose PHI about you in response to a court order, administrative order or subpoena. 
 
Your Health Information Rights: 
Although your medical record is physical property of CEG, you have the right to: 
 Obtain a copy of this privacy notice 
 Inspect and receive a copy or your health record as provided.  45 CFR 164.524 
 You must submit a written request and a fee may be charged.  Requests may be denied in limiting circumstances. 
 Amend your health record.  45 CFR 164.528 

 To request an amendment, complete and submit a medical record amendment/correction form which is available at CEG 
.   We may deny your request if you ask information to be amended that: 

1. CEG did not create 
2. Is not part of your PHI or medical record. 
3. Is already accurate and complete. 

 Obtain an accounting of disclosures.  45 CFR 164.528 
 This is a list of disclosures CEG made of medical information about you for purposes other than treatment, payment and  healthcare    
 operations.  To obtain this list, you must submit your request in writing.  It must state a time period, not longer than six  years and 
 may not include dates before April 14, 2003.  We may charge you for the costs of providing this list. 
 Request communications of your health information by alternative means or at alternative locations.  
 You have the right to request we communicate with you regarding your medial health in certain ways or at certain locations.  Example:  
 You may ask that we only contact you at home or by mail, not at work. 
 Request a restriction on certain uses and disclosures of your information as provided by 45 CFR 164.522 
 You have the right to request restrictions on disclosures.  Example:  You may request we not disclose information about your 
 surgical procedure. 
 Revoke your authorization to disclose health information except to the extent that action has already been taken. 
 To request restrictions, these restrictions will need to be listed on the consent form. We are not required to agree to your request.  
 If we do agree, we will comply with your request unless the PHI is needed to provide you emergency treatment. 
 
Our Responsibilities: 
CEG is required to: 
 Maintain the privacy of your health information.  Privacy cannot be ensured for calls to CEG on a cellular phone. 
 Provide you with this notice as to our legal duties and privacy practices with respect to information we collect and maintain about 

you, 
 Abide by the terms of this notice, 
 Notify you if we are unable to agree to a requested restriction, and 
 Accommodate reasonable requests you may have to communicate health information by alternative means. 
 
CEG reserves the right to change our practices and to make the new provisions effective for all protected health information we maintain.  
Should our information practices change, we will supply you with a revised notice. 
 
CEG will not use or disclose your health information without your authorization, except as described in this notice.  We will also discontinue 
usage or disclose your health information after we have received a written revocation of the authorization according to the procedures included 
in this authorization. 
 
For More Information or to Report a Problem: 
If you have any questions or would like additional information, you may contact the following staff: 
 
Office Manager:  Dena Turner  
Coastal Eye Group, P.C. 
1200 Highmarket Street 
PO Box 2900 
Georgetown, SC  29442 
(843) 546-8421 
 
If you believe your privacy rights have been violated, you can file a complaint with the Practice’s Privacy Officer.  Or you may file a 
complaint with the Secretary of Department of Health and Human Services. 
 
Secretary of the Department of Health and Human Services:   
PO Box 8206 
Columbia, SC  29202-8206 

ACKNOWLEDGEMENT 
I hereby acknowledge receipt of the Notice of Privacy Practices. 
 
 
____________________________________________     ____________________________________________       _________________ 
Signature            Print Name                Date  


